
	15.5.5
	Improvement/change: Updated the Font Awesome library from v6.7.2 to v7.0.0.

	15.5.5
	Change/improvement: For the repeating instrument tables displayed at the bottom of the Record Home Page, any status filters (but not keyword search) that are set for a repeating table will now persist for the user (remembered at the user-level) if they leave the page and then return later. Note: The filter state only persists for the tables at the bottom of the Record Home Page but not for the floating/popup tables that appear in various places (e.g., Record Status Dashboard, left-hand form menu) when clicking the stack status icon of a repeating instrument.

	15.5.5
	Change/improvement: If the "Record Limit for Development Projects" feature has been enabled at the system level, REDCap administrators will now be able to bypass the limit when copying a project and its data when the project contains more records than the limit, and additionally it will allow admins to bypass the limit when creating a new project from a Project XML file that contains more records than the limit. In previous versions, a new project could not be created by anyone, not even admins, in these two situations. (Ticket #260011)

	15.5.5
	Change/improvement: Some performance improvements when evaluating logic for the same record repeatedly during a given request.

	15.5.5
	Change/improvement: The MyCap Participant List page has been optimized for improved performance, so it should load much faster now, especially for projects with lots of records.

	15.5.2
	Various bug fixes and improvements for the External Module Framework, including new API endpoints for External Modules. Please see the EM Framework documentation for me info.

	15.5.1
	Improvement/change: When creating a new project that initially contains one or more records, whether the project is created using the Copy Project page or by uploading a Project XML (metadata+data) file, the new project will have the data values for all initial records appropriately logged on the Logging page. This will help with transparency regarding when a data value was entered (e.g., when viewing the Data History popup) if a record was added during the project creation process. In previous versions, the logging of initial records in the project was not performed for various intentional reasons. (Ticket #258165)

	15.5.1
	Improvement: In connection with the new "Quick Set" feature used when adding fields to a report, a new link exists next to that button to allow users to copy the field names of all current fields in the report to the user's clipboard.

	15.5.1
	Improvement: MLM manuals (PDF) for admins and end users are now included for download in REDCap.

	15.5.1
	Improvement: The Form Display Logic setup dialog now contains a new option for MyCap-enabled projects: "Enable support for MyCap App". Checking this checkbox will cause all FDL conditions to be applied in the MyCap app. This is a good way to use conditional logic to disable specific MyCap tasks in the app for MyCap participants.

	15.5.1
	Security improvement: REDCap now sets a Content Security Policy (CSP) header to meet minimum security requirements while still being flexible with regard to not breaking External Modules and legacy code in REDCap's codebase. Note: If a CSP header has already been set by the web server, then REDCap will not override that header as a means of allowing an institution to provide a more strict CSP header (if they desire) to meet higher security requirements.

	15.5.1
	Change/Improvement: Improved data handling was added for CDP and Custom DDP projects for more efficiency.

	15.5.1
	Change: The wording for the "Language preference field" on the Multi-Language Management setup page has been updated to better reflect its function.

	15.5.1
	Change: When the AI translation feature is used for MLM, the prompt supplied to the AI service now includes the language ID of the target language in addition to the language's display name (e.g., a language set up as es-AR, Spanish, will result in "Translate to Spanish (es-AR) ...".

	15.5.0
	New feature: Admin-restricted folders in the File Repository

	
	Summary: Administrators (specifically, admins with access to all projects) may now create new folders in a project's File Repository that limit the folder's access to REDCap administrators only. This will allow admins to store project-level specific files that should not be accessible to normal users in the project for whatever reason.

	
	Notes: Normal users will not be able to see or access admin-restricted folders. Additionally, if files are deleted from an admin-restricted folder, thus ending up in the Recycle Bin folder, non-admins will not be able to view those files in the Recycle Bin. Any subfolders created inside an admin-restricted folder will itself only be accessible to admins.

	15.5.0
	New feature: Custom CSS styling for individual forms and surveys

	
	Users may now optionally define custom CSS styling for an individual survey on the Survey Settings page, and on the field-level Online Designer page they may define custom CSS styling for that data entry form. The form and survey CSS are separate controls that are only applied on a data entry form and survey page, respectively.

	
	The form-level CSS setting (but not the survey CSS setting) is subject to draft mode when in production status, and if a change is made to the form-level custom CSS, a side-by-side comparison of the changes can be seen on the draft mode project modifications review page before the drafted changes are approved.

	
	The survey-level custom CSS setting on a given survey can be easily copied to other surveys in the project using the "Copy design to other surveys" button on the Survey Settings page.

	
	Note: There is a warning on both the form and survey custom CSS settings that informs users of the following things: "Use with caution. Please note that targeting internal REDCap elements (e.g., specific classes or IDs) may break without notice, as updates to REDCap can change or remove these elements at any time. Stability of these selectors across versions is not guaranteed, and any changes to them will not be announced in advance."

	15.5.0
	New feature: Record limit for development projects

	
	Summary: If enabled, a warning message will be displayed in the project's user interface to inform users that more records cannot be created in the project after the record limit has been met, and users will be prevented from creating any new records in the project. This record limit is only enforced on projects in development status. Once a project is in production or is inactive, this check will not be performed.

	
	How to enable: On the General Configuration page in the Control Center, administrators may set the maximum number of records that can be created while a project is in development status, which will be applied by default to all projects in the system. This is a system-level setting. The default value of "0" for this setting implies that the feature is disabled - i.e., that there is no record limit. If set to an integer greater than 0, once a project has reached that amount of records and is still in development status, no new records will be able to be created in that project.

	
	The notice displayed to users: If a user attempts to create a new record (whether via data import, API, REDCap::saveData(), or a Project XML file containing records), they will be presented with an error message saying the operation could not complete because the max record limit has been met already. If importing multiple records at a time or if creating a project via Project XML file containing multiple records, in which the process would result in the project exceeding the record limit, no part of the process will be performed in that case (no records will be imported and the project will not be created, respectively).

	
	Note: If a project was in production status but then an administrator moved it back into development, it will now be subject to this record limit, if enabled. Additionally, if this setting is enabled on a project that has already exceeded the record limit, it will not affect any existing records in the project but will merely prevent new records from being created.

	
	Public survey note: Keep in mind that if the record limit setting is enabled suddenly on a development project that is currently collecting data via a public survey, in which the project has already met the record limit, this will effectively shut down the public survey and prevent any new responses from being entered. This could cause confusion for your users and their survey participants, so consider this carefully.

	
	Project Override: A project-level override exists for the system-level setting, and it can be found on a project's Edit Project Settings page. If an override has been set to a value larger than "0", then that value will be used as the record limit for that specific project while the project is in development status. In the situation that the system-level record limit has been defined but you also wish to allow certain projects to [virtually] have no limit, you can set their project-level value to "999999999", for example.

	
	Special case: If administrators wish not to impose a record limit for their existing projects but do wish to automatically impose a limit going forward for new projects, they may run the following SQL query and then set the system-level record limit setting to their desired value afterward: UPDATE redcap_projects SET max_records_development = 999999999;

	15.5.0
	Improvement/change: The EHR authorization workflow for CDIS now uses the Twig templating engine instead of Blade. Additionally, the enhanced error page now displays a list of relevant pages visited during the user's EHR authorization workflow, thus providing better debugging information for troubleshooting issues.

	15.5.0
	Improvement: On the Edit Report page, Step 2 now has a "Quick Set" feature that allows users to add or replace report fields by pasting field names from the clipboard or by entering manually. Additionally, the existing "Quick Add" feature now has links to copy all or selected field names to the clipboard.

	15.5.0
	Change: The Twig 3 library is now bundled in REDCap itself. In REDCap 14.6.4, Twig support was added directly to the REDCap EM Framework, but now it is also available outside the EM Framework for usage in internal REDCap code. Please note that if any EMs are currently using Twig with a version below 3.9.0, a compatibility issue might occur, in which case it is suggested that the Twig dependency be removed from the EM.

	15.5.0
	Change: The size of the session data storage column in the database has been increased to allow for larger session sizes in the future.

	15.5.0
	Change: When performing a data export in a project that has Randomization enabled and fully set up, the data export dialog now mentions the Randomization publication (https://dx.doi.org/10.2139/ssrn.5261054) that might need to be cited in published manuscripts relating to the current REDCap project.

	15.5.0
	Change: When performing a data export in a project that has one or more External Modules enabled, the data export dialog now mentions the External Module Framework publication (https://doi.org/10.1093/jamia/ocaf073) that might need to be cited in published manuscripts relating to the current REDCap project.

	15.4.5
	Improvement: Icons/indicators for repeating instruments and repeating events have been added on several project pages (Define My Events, Designate Forms, Online Designer) in order to create more awareness for users with Setup/Design rights regarding which instruments or events are set as repeating. (Ticket #258435)

	15.4.5
	Improvement: REDCap now supports the "wbr" HTML tag so that it may be utilized in user input (e.g., field labels, survey instructions).

	15.4.5
	Improvement: When using MyCap, there now exists support for latitude and longitude fields (via action tags @latitude and @longitude) inside MyCap tasks when participants open a task in the MyCap app.

	15.4.5
	Change: For improved compatibility purposes, the "includeSubDomains" attribute was added to REDCap's "Strict-Transport-Security" HTTP header.

	15.4.5
	Change: In the Online Designer's "Edit Field" dialog in a MyCap-enabled project, the field validation drop-down on MyCap-specific fields will be disabled so that users won't be able to change the validation because changing the validation could cause sync issues with the MyCap app while saving task results.

	15.4.5
	Change: The MLM Snapshot facility on the MLM setup page has been moved from the Settings tab to the Languages tab and slightly updated (visual, explanatory text).

	15.4.5
	Change: The text displayed underneath the "Save & Return Later" option where a participant can enter their email address (in order to receive the survey link via email) has been modified slightly to indicate that while the participant's email address will not be stored with their survey responses, it will be stored in the system's email logs. This change is to improve transparency to the participant. (Ticket #244381)

	15.4.4
	Improvement: The "Help & FAQ" page has been updated with new content (thanks to the FAQ Committee).

	15.4.4
	Change/improvement: When a project has a large number of users and/or surveys, the Survey Notifications setup dialog in the Online Designer might become very large and might crash in certain cases. Now, if it is detected that the dialog content will be very large, the user interface will change slightly into a two-step process to allow the user to select the survey first and then the users second, which is more user friendly in this situation and prevents the dialog from crashing or timing out.

	15.4.3
	Improvement: Users can now specify the custom paging size for the repeating instrument popups/tables seen on the Record Home Page, Record Status Dashboard, and left-hand project menu. This will allow users to control the size of the instance tables in case they want to see more instances all at once on the page. (Ticket #256910)

	15.4.2
	Improvement: If using "OpenID Connect" or "OIDC & Table-based" authentication, administrators are now able to manually specify the scopes used by OIDC during the user authentication process. In previous versions, the scopes would be determined automatically, which is the default behavior, but if that is not desired, all necessary scopes can now be provided on the "Security & Authentication" page as comma-delimited values (e.g., "openid, profile, email"). (Ticket #255738)

	15.4.2
	Improvement: In MyCap-enabled projects, the Contacts, Links, and About pages for MyCap are now Data Access Group specific, so users can provide different content for those pages for participants in different DAGs. In the MyCap app, participants assigned to a DAG will see DAG-specific information, and any information not assigned to any DAG will be visible for all participants.

	15.4.2
	Change/improvement: In a MyCap-enabled project, the QR code image in the MyCap "Invitation Participant" dialog and invitation template has been increased in size, which helps with particular mobile devices.

	15.4.2
	Change: Added a new link ("MTB Data Analysis") on the "Import Active Task->Mobile Toolbox" popup page for MyCap enabled projects.

	15.4.1
	Improvement: For MyCap-enabled projects, a new column (Record ID with hyperlink) was added to the Sync Issues list and Sync Issue detail popup for MyCap so that users can access records more easily.

	15.4.1
	Improvement: MyCap-enabled projects are now able to receive data for Signature type fields from the MyCap mobile app. In previous versions, Signature fields could not be used in the MyCap app.

	15.4.1
	Improvement: The Codebook page now displays the event IDs in the Events table. (Ticket #256003, #256082)

	15.4.1
	Change/improvement: A helpful warning is displayed in the Online Designer to remind users to enable the designated email field in their project if they are using Automated Survey Invitations in certain situations. The warning is displayed next to a survey/ASI button if 1) the designated email field is not enabled (in the project or for the survey), 2) the project is not using Twilio/Mosio for surveys, and 3) no participants have had their email address manually added to an initial survey via the Participant List page.

	15.4.1
	Change/improvement: Hitting the ESC key when viewing REDCap dialogs should now only close the (topmost) dialog if multiple dialogs are visible on the page. (Note: This should work in 95% of places in REDCap but may not work in all cases depending on how the dialog is invoked in the REDCap code.)

	15.4.1
	Change: In the recent change of repeating tables display, the custom label was rendered as a link. This has been reverted to not conflict with some use cases (such as copying parts of the label, having links in the label, etc). Note that it is still possible to get to an instance by clicking the form status icon and also by double-clicking anywhere in its row.

	15.4.1
	Change: Minor text changes were made to the invitation text for MyCap participants to reflect a recent change to the profile creation process in the MyCap app.

	15.4.0
	New feature: Pause Recurring Alerts setting - For alerts that are triggered by conditional logic, in which the alert has the "Ensure logic is still true..." checkbox checked, users can now utilize a new checkbox option titled "Allow pausing of recurrences? (Existing interval will continue if the logic becomes true again after becoming false.)". This setting is optional for Alerts & Notifications. When enabled together with the 'Ensure logic is still true...' setting, REDCap will pause (instead of deleting) any already-scheduled recurrences of this alert when the alert's logic becomes false. This is useful if you expect the logic to become true again in the future. This may be the case specifically with time-based logic, such as datediff().

	15.4.0
	New feature: Universal DO-NOT-REPLY Email Address - For automated emails that come from the system and not from a specific person, REDCap can use a "do not reply" type of email address as the From address (and Reply-To address) if provided for this setting on the General Configuration page in the Control Center. This will help reduce confusion in certain cases where users might have a tendency to reply to certain automated emails, in which many of those emails currently go back to the catch-all administrator email address.

	15.4.0
	Improvement: Require 6-digit PIN only once per session when e-signing (2FA required)

	
	If using Two-Factor Authentication, users can be allowed to provide their 6-digit PIN only once per session for e-signing processes (e.g. performing an e-signature on data entry forms or when utilizing the 'File Upload' field enhancement feature when uploading a file on a data entry form - often used for 21 CFR Part 11 compliance for FDA trials).

	
	Normally, a username and password are required each time e-signing occurs, but when this system-level setting is enabled along with the setting "Allow users to e-sign using their 2FA 6-digit PIN" (which is required to be enabled for this feature to be enabled) while using 2FA, if a user has already performed the e-signing process, they will not be forced to enter their PIN again during that same REDCap session.

	
	This feature is useful in cases where it can be burdensome or time-consuming to retrieve one's 2FA PIN each time one performs an e-signature. When a user utilizes this feature and performs an e-signature without a PIN, this action is noted on the project Logging page for transparency.

	
	This setting is disabled by default but can be enabled in the "Two-Factor Authentication" section on the Security & Authentication page. Additionally, there exists a project-level override for the system-level setting on the "Edit Project Settings" page for a given project, in which it will default to use the system-level setting but can be explicitly set as disabled or enabled.

	15.4.0
	Improvement: The Break the Glass (BTG) feature in CDIS projects (for Epic only) now has an improved workflow that allows data to flow into REDCap from Epic when not utilizing the Patient (demographics) endpoint as part of the data pull process. In previous versions, it was a limitation that the system was not able to evaluate patients for BTG unless the Patient endpoint was explicitly requested. (Ticket #254439)

	15.4.0
	Change: The links in the "Project Home and Design" section of the left-hand project menu have been relocated slightly to be more consistent with where they were in pre-15.3.3 versions. Their recent change of location had caused some frustration for users.

	15.4.0
	Change: The warning text in the Control Center to warn administrators of REDCap's temp directory being publicly accessible has been modified for clarity since some found it to be confusing.

	15.3.3
	Improvement: A flag is now passed in the MyCap config JSON to the MyCap mobile app if a participant is disabled or deleted in the MyCap participants table so that the MyCap participant cannot join with an existing QR code or Dynamic link and thus no longer sees tasks to complete in the app.

	15.3.3
	Improvement: For CDIS projects, new demographic information from the EHR is now available. This includes the following patient data:

	
	Patient Identifier: FHIR ID

	
	Personal Preferences: Patient pronouns (e.g., she/her, he/him)

	
	Social Information: Marital status

	
	Emergency & Family Contacts, such as Contact relationship type (e.g., Mother, Father, Spouse), Contact names, and Contact phone numbers.

	15.3.3
	Improvement: For longitudinal projects, there is now a direct link to the "Define My Events" page in the "Project Home and Design" section of the left-hand project menu.

	15.3.3
	Improvement: Renamed "Delete/Undelete" to "Disable/Enable" on the MyCap participants page, and extended this feature to notify MyCap participants by sending custom messages upon enable/disable actions.

	15.3.3
	Change: Small clarification to some text in the dialog for enabling the Twilio feature on the Project Setup page. (Ticket #254938b)

	15.3.3
	Change: The new user interface for the repeating instrument tables (added in the previous version) has been slightly improved. (Ticket #255504)

	15.3.2
	Improvement: For longitudinal projects with repeating events, Form Display Logic (FDL) can now be utilized within a specific repeating event. For example, if the FDL references a field inside a repeating event, that field can be used to reference a value in a specific repeating instance of the event, including the current instance (e.g., keep form X enabled if [field][previous-instance] = "1" or [field2][current-instance] > 30). This provides more flexibility so that forms within individual instances of a repeating event can be enabled/disabled via FDL at the instance level. In previous versions, FDL could not work at the instance level but merely applied the FDL to all repeating instances of a given repeating event as a whole. Note: This improvement only applies to repeating events and not to repeating instruments.

	15.3.2
	Improvement: Improved user interface for repeating instrument data as tables/popups on the Record Status Dashboard, Record Home Page, and at the top of data entry forms that are repeating instruments. Repeating instrument tables/popups now have a fresh look with options to filter by a word/phrase or by form status (with a clickable status icon interface above the table). Also, when a record is being viewed on a data entry form, clicking the stack of icons or form name on the left-hand menu for a specific repeating instrument will now display the popup of the repeating instrument table. Additionally, if a repeating event contains more than one instance for a record, the Record Status Dashboard will now display every instrument on the event as a stack icon for the record, whereas in previous versions it would sometimes inconsistently display some instruments' icons as if they had one instance, which could be confusing to users.

	15.3.2
	Security improvement: For increased security, REDCap now recommends that its local "temp" directory not be publicly accessible to the web. If using IIS or Apache, REDCap will attempt to automatically store a web.config file and htaccess file in the temp directory. If REDCap is not able to automatically prevent public access to the temp directory (or if NGINX is used as the web server), the Control Center will provide a recommendation for how to implement this via server configuration changes.

	15.3.2
	Change: Small clarification to some text in the dialog for enabling the Twilio feature on the Project Setup page. (Ticket #254938)

	15.3.1
	Improvement: For MyCap-enabled projects, the help text inside the "Publish new MyCap Version" dialog was updated to make it clear when a user needs to publish a new version. Additionally, the publish button will now be disabled when there are no changes to publish.

	15.3.1
	Improvement: When a PROMIS battery of instruments has been downloaded from the REDCap Shared Library, if the first instrument in the battery is designated to an event on the "Designate Instruments for My Events" page, it will auto-check all subsequent instruments in the battery series for that same event.

	15.3.0
	New feature: Improved "Email Users" page - The Control Center's Email Users page has an updated interface that allows administrators to create and save user filters of specific user groups in the system that they may wish to email. Any saved user filter will be given a name, description (optional), and filter criteria. User filters can be utilized at any point when sending a new email, and admins may create as many user filters as they so choose. Additionally, a new Message History tab allows admins to view previously-sent emails and even re-use a message's text and subject when sending a new email.

	15.2.6
	Improvement: A new system-level setting "Number of days between project deletion and purging the project from the system" has been added to the General Configuration page. This setting defaults to 30 but can be modified by an admin to control how long after a user "deletes" a project that it gets permanently removed from the system.

	15.2.6
	Improvement: In longitudinal projects, the Online Designer now shows a warning next to any instruments that are not designated for any events. Additionally, it provides a link to navigate to the Designate Instruments page if the user has Project Design privileges.

	15.2.6
	Improvement: When performing a fresh installation of REDCap, admins can automatically enable Table-based authentication and add an initial administrator account, if desired. The install page now lists optional settings to provide the username, temporary password, and email address of the first administrator user. If these details are provided, then that user will be added as the first admin user and Table-based authentication will be enabled after executing the Install SQL script. This can help admins get a REDCap installation up and running quickly with real authentication enabled rather than having to figure out how to add a user later and enable authentication after the fact.

	15.2.6
	Change: If Two-Factor Authentication is enabled while using an "X & Table-based" authentication (excluding "LDAP & Table-based"), the text displayed in the E-signature dialog on a data entry form has been changed to be more understandable and more straight-forward for non-Table-based users.

	15.2.5
	Improvement/bug fix: In the "Compose Survey Invitations" dialog, when selecting a previously sent email, hardcoded links in the email would remain in the template. This only affects REDCap installations with a dedicated Survey Base URL. When selecting a previously sent email, the subject will be restored as well (only when empty in the "Compose message" section). The drop-down now shows up to 20 chars of the subject and "(not sent yet)" as the timestamp for scheduled messages.

	15.2.4
	Improvement: A notice has been added to the MLM setup page to remind users to preserve any embedded fields in the translation when the default text contains an embedded field.

	15.2.2
	Improvement: When updating the branching logic of several fields at once in the Online Designer, the dialog now shows the number of fields that will be updated. (Ticket #251392, #251677)

	15.2.1
	Improvement/change: When exporting the query results of a custom/saved query in the Database Query Tool, the resulting CSV file now includes the title of the custom query as part of its file name.

	15.2.1
	Improvement: The file storage option "Microsoft Azure Blob Storage" now allows for utilizing the storage of files in the Azure Government Cloud (U.S. only). (Ticket #250745)

	15.2.0
	New action tag @SAVE-PROMPT-EXEMPT - This action tag is useful for preventing the "Save your changes?" warning prompt under certain conditions when navigating away from a data entry form or survey page. Adding this to a field will prevent any changes to the field's value from individually triggering the "Save your changes?" prompt when someone navigates away from the page without clicking the Save button. Please note that when using this action tag, if another field's value is also modified on the page, the "Save your changes?" prompt will be displayed to the user because this action tag only affects the individual field's ability to trigger the warning prompt. This would typically be used on fields where the value of the field being saved is not important unless other field data is also entered - e.g., when prefilling a "Last modified by" field that has both @READONLY and @SETVALUE="[user-name]". Warning: Use with care, as inadvertent data loss could occur ONLY for fields in which this action tag is implemented if a user navigates off the page without clicking Save.

	15.2.0
	New action tag @SAVE-PROMPT-EXEMPT-WHEN-AUTOSET - This action tag is similar to the @SAVE-PROMPT-EXEMPT action tag, but its effect is limited to the initial setting of a field's value when the value is blank at the time the form/survey page is loaded. Use this action tag to prevent action tags such as @DEFAULT, @SETVALUE, @TODAY, or @NOW from triggering the "Save your changes?" prompt when someone navigates away from the page without clicking the Save button. Please note that when using this action tag, if this or another field's value is later modified on the page, the "Save your changes?" prompt will be displayed to the user because this action tag only affects the individual field's ability to trigger the warning prompt and only during the initial setting of the field's value. Warning: Use with care, as inadvertent data loss could occur ONLY for fields in which this action tag is implemented if a user navigates off the page without clicking Save.

	15.2.0
	New feature: Support for Twilio Alphanumeric Sender ID - In lieu of entering a Twilio phone number, users may alternatively use a Twilio Alphanumeric Sender ID if it is supported by Twilio in their country (e.g., not available in the U.S.). NOTE: The Alphanumeric Sender ID can only be used for outgoing SMS messages, so it cannot be used for Voice Calls or incoming SMS messaging features. (Ticket #23438) Learn more: https://www.twilio.com/docs/glossary/what-alphanumeric-sender-id

	15.2.0
	New options for AI Services - The services below can now be used as the engine for REDCap's AI services. Note: All cloud-hosted options will require a billing account on the respective platform, in which the platform will deduct money from your account as you use the AI service via REDCap.

	
	Google Gemini (cloud-hosted) - Connect to the Gemini AI API hosted on Google Cloud Platform. You will need to obtain an API key and provide a model name and API version, which can be added to the Modules/Services Configuration page in the Control Center to enable it for the system and/or specific projects.

	
	Cloud-hosted OpenAI-compatible services: Aside from the Azure-hosted OpenAI service, there are many different cloud-hosted AI services that are OpenAI compatible, including Mistral AI, Nebius AI Studio, GroqCloud, and Together AI, among others. These services allow developers to utilize their models through a standardized OpenAI API structure. Each service has its own endpoint URL. Additionally, you will need to obtain an API key and model version/name that will need to be provided below. DISCLAIMER: REDCap/Vanderbilt has no affiliation with any of these AI services, and it cannot vouch for the security standards and practices of these services. It is highly recommended that you review their documentation and security information before you consider using them.

	
	Locally-hosted OpenAI-compatible services: You can set up and host your own OpenAI server locally at your institution. This requires installing software that provides an OpenAI API on a local server. Some of the top options include LM Studio, LocalAI, GPT4All, and Ollama. All of these allow you to run open-source language models locally that utilize the OpenAI standard. Your local OpenAI installation will have its own endpoint URL, and additionally, you will need to obtain an API key (may not be applicable) and model version/name that will need to be provided in the REDCap user interface. Please consult the documentation at each respective website for setting up any of these.



